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1	Decision/action requested
The group is asked to discuss the identified gaps and propose a way forward
2	References
1. 3GPP TS 28.532: "Management and orchestration; Generic Management Service"
2. 3GPP TS 28.622: " Telecommunication management; Generic Network Resource Model (NRM) Integration Reference Point (IRP) Information Service (IS)"
3. 3GPP TS 23.222: "Functional architecture and information flows to support Common API Framework for 3GPP Northbound APIs; Stage 2"
4. 3GPP TS 29.222: “Common API Framework for 3GPP Northbound APIs”.
5. 3GPP TS 33.122: “Security aspects of Common API Framework (CAPIF) for 3GPP northbound APIs” 
3	Rationale
There is a growing need for verticals to access to certain features/capabilities offered by the SA5 management services in relation to their vertical services for monitoring purposes (e.g, Provisiong, PM, FM, CM etc). One of the methods that has been proposed to expose the capabilities of the management services is CAPIF. This document evaluates the use of CAPIF in exposing SA5 management services and highlights some of the gaps that will need to be addressed.
4	Detailed proposals
[bookmark: _Toc45387324][bookmark: _Toc91260254]It is proposed to discuss these identified issues/gaps and propose a way forward.
4.1	Exposure of SA5 APIs to verticals through CAPIF
4.1.1 Use of CAPIF for exposure of SA5 APIs to verticals 
There are various CAPIF deployment options available for mobile operators, however, in this document we are going to focus on a CAPIF-compliant architecture where the CAPIF core function is a central function in the PLMN domain with various API procider domains. In this case, we are going to focus on an API provider domain for SA5 APIs. In the figure below, we present the various steps involved for a vertical to access SA5 APIs through CAPIF.
Pre-conditions
· We assume that the SA5 APIs (i.e., the APIs for the different management services (e.g., Prov, FM, and PM) are already available and registered with the API publishing function (APF).
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Fig.4.1.1.1: Use of CAPIF for exposure of management services to verticals
4.1.2. Indentified Gaps
· In CAPIF, a service is published using the following mandatory information: the service API name, service API type, communication type, description, and interface details (e.g., IP address, port number) [3]. 
Questions to the group
1) For SA5, what is the service API name and the service API type?
2) In SA5, for the service API name (a string value), we have provisioning MnS (ProvMnS). So, suppose that the first MnS has registered to CAPIF with ProvMnS as service API name, what does the 2nd until the nth MnS register as service API name? How do we prevent naming collisions?
3) How does the vertical discover the capabilities (i.e., FM, PM, CM etc) of the MnS producers behind the URIs? We don’t have a standardized way to differentiate between the different features/services offered by SA5? 
4) How does a vertical identify which objects they are allowed to access and the operations they can perform on them (e.g., PM, FM, or CM)? Do we have an entry in CAPIF for each object that we need to expose? In case of PM monitoring, how does a vertical create PM jobs on specific object instances? Do we have to expose DNs of specific object instances? How many PM jobs can a vertical create and on which objects? Which kind of PM jobs is a vertical allowed to access?
5) We could have multiple URIs pointing to the same managed object and modifying it. How do we handle this? What is the level of discovery? Example scenario:  If 2 verticals discover the same managed object and each should perform PM. What happens when they both try to modify the same attribute? Or if Vertical A changes attribute A and Vertical B changes the same attribute A after sone time.
6) PM jobs come and go, do we always need to update CAPIF?
4.1.3 Conclusions
It’s important to note the following:
1) As a group, we need to agree on the proper mechanisms for exposing SA5 APIs and ensure consistency across the group regardless of the chosen exposure framework.
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